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��PURPOSE� TC "PURPOSE" \f C \l "1" �



The Financial Services Cooperative Agreement is a formal agreement between the Chief Financeial Officer (CFO) and the Information Resources Manager (IRM) at the Albuquerque Operations Office (service center) and their respective counterparts at each office serviced by the Albuquerque Financial Services Center (AFSC).  The offices serviced by the AFSC are: the Idaho Operations Office, the Nevada Operations Office, the Oakland Operations Office and the Golden Field Office (referenced collectively hereafter as satellite office).  This document provides detailed specifications supporting the Satellite/Service Center Memorandum of Understanding developed for and approved by the Accounting Consolidation Steering Committee.



This agreement identifies implementation responsibilities, requirements and operational procedures of the service center and the satellite office.  The procedures detailed in this document relate to system, accounting and travel activities required to assure proper management and operation of the consolidated financial management system.  Procedures related to accounting and travel activities will be provided at a later date.  



The agreement is the product of a cooperative effort by representatives from the satellites and service center.  Subject matter experts at each site contributed to the preparation of this document.





A.	SYSTEMS-RELATED ACTIVITIES� TC "A.	SYSTEMS-RELATED ACTIVITIES" \f C \l "1" �



The cooperative agreement on systems-related activities identifies roles and responsibilities related to data processing and telecommunications for the operation and use of the consolidated financial management system.



To facilitate change control, information in this document subject to revision due to personnel changes or system hardware/software modifications are contained in appendices.  As changes occur, the affected section(s) will be updated and reissued to each satellite office.  There will be no need for satellite office and service center approving officials to re-sign the cooperative agreement when only information in the appendices change.



Appendix VII contains a list of satellite and service center points-of- contact.  Each office shall be responsible for maintaining a current list.



This section is intended to satisfy the system management and operating requirements of Accounting Consolidation Phase I - Migration.



1.	ACCESS CONTROL� TC "1.	ACCESS CONTROL" \f C \l "2" �



1.1.	Networks� TC "1.1.	Networks" \f C \l "3" �



1.1.1.	Supported Network User Access� TC "1.1.1.	Supported Network User Access" \f C \l "4" �



The Albuquerque Financial Services Center (AFSC) shall provide the following network capabilities:



Wide Area Network (WAN) access to DOE/HQ and Oak Ridge (OR) service centers

Support for remote DataCommunicationsDataCommunications and Terminal Controllers (DTCs) 

TELNET access

NS-VT access (TCP/IP)

Modem dial-in capability



TELNET is a virtual terminal protocol as defined within the Internet Protocol (IP) standards. Support of TELNET sessions on the Hewlett-Packard (HP) 3000 host is currently provided by a special DTC with a TELNET Access Card to perform the protocol conversions, and an HP OpenView DTC Manager workstation to manage and configure the DTCs.



Client software and configuration to support TELNET sessions are described below:



1)	Supported version of REFLECTION 1 for WINDOWS (Ver. 4.1 or later) or  REFLECTION 1 for DOS (Ver. 4.2)

2)	TCP/IP client software - Any WINSOCK compliant TCP/IP software will support TELNET access with REFLECTION for Windows.  Those successfully tested at AFSC include the latest version of WRQ REFLECTION Network Series, Chameleon.  REFLECTION for DOS only supports certain vendors’ TCP/IP software.  Refer to the REFLECTION manuals for a complete list.

3)	REFLECTION set up according to AFSC standard REFLECTION Configuration Parameter Settings.  

		Set Connection Type:  TELNET-MGR

		Set Host Name:  HPTN1.AL.DOE.GOV.



HP’s NS-VT virtual terminal protocol is a proprietary HP protocol where the workstation communicates directly with the HP 3000 host.  NS-VT is an IP type network connection, similar to TELNET.  No additional software or hardware is required.



Client software and configuration to support HP’s NS-VT sessions are described below:



1)	Third party TCP/IP Client Software.

2)	Supported version of REFLECTION 1 for WINDOWS (Ver. 4.1 or later) or REFLECTION 1 for DOS (Latest Ver. 4.2)

3)	REFLECTION set up according to AFSC standard REFLECTION configuration parameter settings. 

4)	NS OPEN for Windows or NS CONNECTION for DOS - These communicate directly with the HP 3000 host using its host NS3000 software. These TCP/IP connections act as a middleman between the REFLECTION terminal emulation software and the local area network protocols.

		Set Connection Type:  VT-MGR 

		Set Host Name:  HP1.AL.DOE.GOV or HP2.AL.DOE.GOV.



Dial-in Modems will directly connect to the HP hosts through DataCommunication and Terminal Controllers (DTCs).  The service center maintains a pool of dial-in modems.  A baud rate of  9600 BPSbps (V.32) and greater is supported.  The toll-free number is: (800) 861-3054.



Client software, hardware, and configuration to support dial-in-modem sessions are described below:



1)	Dial-in Modem - Should be 9600 baud.

2)	Supported version of REFLECTION 1 for WINDOWS (Ver. 4.1 or later) or REFLECTION 1 for DOS (Latest Ver. 4.2)

3)	Setup the configuration for REFLECTION according to AFSC standard REFLECTION Configuration Parameter Settings.



	Refer to Appendix I for the standard REFLECTION configuration parameter settings, the AFSC HP 3000 logon procedure and a sample HP system dialog.





1.2.	Security Rules� TC "1.2.	Security Rules" \f C \l "3" �



1.2.1.	Logon Passwords� TC "1.2.1.	Logon Passwords" \f C \l "4" �



SECURITY/3000 passwords are used instead of MPE Operating System passwords.  These are one-way encrypted.  The password prompt string is slightly different from that with MPE operating system passwords.



	Security/3000 Password Prompt:	

	Please enter your Password:



Passwords:



Must have a minimum length of 6 characters.

Can have no more than 3 characters repeated consecutively

Should NOT be common or easy to guess (example: UserID, account, "PASSWORD", etc.)

Cannot be repeated for 365 days after expiring.



Passwords must be changed every 180 days.  Beginning 7 days before the actual expiration date, a message displays warning that the password will soon expire.  The password can be changed using the CHGPASS command during this warning period.  After the 7 day warning period, the user cannot successfully logon without changing the password.



Multiple logon strings into different accounts belonging to the same user are linked within SECURITY/3000 and share the same password and other profile information.  A change of the password with one logon string automatically changes the password for all other linked logon strings.  For example, user John Doe has three logon strings:



UR90T01.XXPROD	UF90T01.XXTEST1	UR90T01.XXTEST2



Since all three logon strings are assigned to the same individual, a single user master profile is maintained within SECURITY/3000 on John Doe, pointing to all three logon strings.  A single common password is maintained for John Doe and is applied, along with its expiration date, to all three logon strings.



Shared UserIDs are only granted for special cases, where the requirements are clearly documented and access controls are not compromised.  The Application System Manager (ASM) and appropriate computer security officials must approve all requests.  



An inactive UserID will be automatically suspended after 180 days.  The System Access Administrator can reactivate the UserID.  After 365 days, inactive UserIDs will be reported as candidates for deletion.



A UserID is automatically suspended after three consecutive unsuccessful logon attempts. The System Access Administrator can reactivate the UserID  (See Appendix VI).



1.2.2.	Job Submission Control� TC "1.2.2.	Job Submission Control" \f C \l "4" �



Job files do not require embedded passwords on !JOB cards.  If a user already has defined permission to that Job file and referenced UserIDs, no password prompting will occur.  If the user does not have defined permission, password prompting will occur at job submission time (:STREAM or :DOJOB command).



No embedded passwords are permitted.  All users are able to execute their own Job files as long as the !JOB card contains the SECURITY/3000 substitution parameters for UserID {HPUSER} and Account {HPACCOUNT}.



Example:



!JOB QPAYPREM,{HPUSER}.{HPACCOUNT},QUIZ;OUTCLASS=SLP6





1.2.3.	Special User Empowerment Controls� TC "1.2.3.	Special User Empowerment Controls" \f C \l "4" �



User Defined Commands (UDCs) which can be used to perform various account/manager/operator functions are identified in Appendix X.





1.3.	UserID Administration� TC "1.3.	UserID Administration" \f C \l "3" �



The Albuquerque Operations Office Information Resources Management Division (IRMD), Administration and Policy Branch (APB), controls and manages UserIDs, SecurID Cards and Passwords in compliance with DOE Order 1360.2B.



UserIDs, SecurID Cards and passwords are issued to individuals and intended for personal use.  Under no circumstances should SecurID Cards and passwords be shared with anyone.  Access privileges shall be revoked if a user intentionally loans his or her SecurID card or discloses his or her password to another person.  The intentional disclosure of one's password to another individual constitutes a security incident. 



To comply with the Albuquerque Operations Office unclassified computer security requirements, an individual For Unclassified computing resources, an individual must be:

a Federal Government employee

  OR

a contractor employee with either:

“Q” or "L" clearance

a background check with no adverse information



Users must also have completed computer security training certified by local computer security officials before a UserID will be issued.



IRMD/APB manages passwords in four specific categories: (1) the Secure A-LAN (2) Secure Workers (3) Unclassified B-LAN and (4) Unclassified Workers.  Each category serves a specific purpose and each has a classification or protection requirement.  Only category 3 and 4 are applicable for AFSC HP access.  The category descriptions and protection requirements are as follows:



Unclassified B�LAN.  Passwords are issued to users determined to have an administrative need to use or access information in the Open, Unclassified Local Area Network (B�LAN).  These passwords are required to access the B�LAN from locations outside the security perimeter.  Passwords are also required for any user accessing the B�LAN via telephone modem.  Each password is handled as sensitive unclassified.  Written instructions for password protection are issued with the password.  



Unclassified Workers.  SecurID Cards and passwords are issued to users who have an administrative need to use or access information in the Open, Unclassified Worker Computers in the Central Computing Facility.  Each password is handled as sensitive unclassified.  At the time of first logon, the system prompts the user to change their password.  The user enters any combination of characters for a password.  This password is then known only to the user.  Written instructions for SecurID and password protection are provided when the SecurID Card and initial password are issued.



When a password is defined by the System Access Administrator, it is temporary.  The user is required to change the password immediately after the initial successful logon.



The SecurID Card generates a six numeric passcode that changes at one minute intervals.  SecurID security software disables a user from system access when there are three (3) unsuccessful logon attempts.  When password suspension occurs or SecurID Cards are disabled, a user may call IRMD/APB or the AFSC Help LineHelpLine to have the password/SecurID enabled.



The fraudulent use, misuse or abuse of access privileges will result in the suspension of a UserID as will a user's confirmed or suspected involvement in criminal activities. When personnel request computer/LAN access privileges at AFSC, these privileges are established for that individual in the current Division or Office.  Computer access privileges must be reestablished when a personnel action occurs that results in the individual terminating or transferring to a different Division or Office.



At termination DOE federal employees are required to obtain a release by IRMD/ APB.  This action is documentedrequires notification by official memorandum (e-mail is acceptable) from the satellite Application System Manager to the System Access Administrator.. (Note: Special form may be required in the future.)  IRMD/APB immediately revokes the UserID/Password and all access privileges held by the employee.  The Application System Manager may retain the SecurID Card as a  backup if a replacement for the terminated employee is forthcoming.  Otherwise, the satellite must return bethe unused SecurID Card returned at this time or make special arrangements with the Systems Access Administrator for retaining the Card. 



Support contractor personnel are required to follow the same procedures as federal employees when terminating.  The support contract manager must also notify IRMD/APB when contractor personnel are reassigned to work in support of a different Division/Office.  



Once a UserID is issued, it shall not be reassigned or reissued to another individual for a minimum of three years after it is rescinded.  During this time, the UserID will remain in the system access control log files with a “deleted" flag.



Refer to the check list in Appendix II for the proper Logon IDLogonID Administration Procedure and sample forms.



Upon receipt of properly completed forms, IRMD/APB will process the request.  Within three working days a UserID, SecurID Card and Password Receipt form will be mailed to the user.  The new account will be activated when a signed copy of the Password Receipt form is received (via fax or mail) by IRMD/APB.�  





1.4.	UserID Structure� TC "1.4.	UserID Structure" \f C \l "3" �



The format of UserIDs is established to uniquely identify each user and to carry certain semantic information.  The format of the seven-character UserID is as follows:



Char (1)	Security Indicator: U indicates Open Systems

Char (2-4)	Original User Organization Indicator

Char (5) 	Alpha Character assigned by IRMD

Char (6-7) 	Individual User Serial Number Within the Organizational Unit 



Example:	UR90T01 



The only exceptions to the above UserID structure are listed below, and will be requested using the “Statement of Need” block on the Computer Password/Access Request Worksheet.



LIBARIAN	=	Application system UserID assigned to the person supporting the application.  This user is typically given Account Librarian user capabilities.



MGR/	=	Account manager UserID assigned for each account

MANAGER	defined.  This UserID is typically given Account Manager user capabilities.  Note:  Although the MPE operating system requires such a UserID be defined for each account, Account Manager responsibilities are centralized within the HP System Support staff for all accounts.

  

Standard user capabilities are:



UV	Permits access to non-system disk volume sets

LG		Permits use of data base transaction logging

ND	Permits access to non-shareable I/O Device (tape drives and terminal ports)

SF	Permits the user to create permanent disk files

BA		Permits user to execute in batch mode (job stream)

IA		Permits user to execute in interactive mode (session)



Special capability groups are defined when authorized by the Application System Manager* or Assistant Computer Protection Program Manager (ACPPM)** when applicable.  The System Manager (SM) capability will not be granted to service centersatellite office users.  Special capabilities should be requested in the “Statement of Need” block on the Computer Password/Access Request Worksheet.



Programmer*		Standard user capabilities plus 

PH	Permits Process Handling capabilities to be assigned to program files

DS	Permits Extra Data Segments capabilities to be assigned to program files



Librarian*		Programmer capabilities plus

AL	Account Librarian

GL	Group Librarian



Account Manager**	Librarian capabilities plus

AM	Account Manager



Other*			NM	Permits Node Manager capability



The satellite office production DISCAS account shall be a two-character site identifier followed by the literal “PROD”:



ALPROD 	=	Albuquerque and Golden Production Account

IDPROD 	= 	Idaho Production Account

NVPROD	= 	Nevada Production Account

SFPROD 	= 	Oakland Production Account



Both the production DISCAS account and the user’s “home” logon group should be specified in the “Statement of Need” block on the Computer Password/Access Request Worksheet.





1.5.	Applications� TC "1.5.	Applications" \f C \l "3" �



The Point-of-Contact list in Appendix VII identifies six positions for each application system. This list will be updated and distributed periodically.



ASM	=	Application System Manager

Security Official	=	Responsible for the security of the entire HP system

Computer Operations Manager	=	Responsible for overall operations of the computer facility

DB Creator	=	Production data base creator

DBA	=	Data base administrator

Application Support	=	Responsible for maintaining the application and installing releases





2.	DATA BASE ADMINISTRATION� TC "2.	DATA BASE ADMINISTRATION" \f C \l "2" �



2.1.	Application Data Base Controls� TC "2.1.	Application Data Base Controls" \f C \l "3" �



UTILDB in the SYS account is the repository of all TurboImage/XL data base passwords on the computer system.  Application programs shall use the DOEOPEN subroutine to gain access to the data bases.



Each satellite office HP systems manager will maintain their own account UTILDB.



MENUDB will be administered by the satellite office.





2.2.	Data Base Management� TC "2.2.	Data Base Management" \f C \l "3" �



The satellite DBA will regularly review production data base statistics and adjust capacities when required based on historical and periodic trends, or planned transaction volume increases.





3.	APPLICATION CONTROL� TC "3.	APPLICATION CONTROL" \f C \l "2" �



The satellite office’s Application System Manager (ASM) or a delegate, will have control over DISCAS menu set-up and maintenance.  The ASM is identified in Appendix VII.





4.	OPERATIONS� TC "4.	OPERATIONS" \f C \l "2" �



4.1.	Minimum Hours of Operation� TC "4.1.	Minimum Hours of Operation" \f C \l "3" �



The AFSC’s HP worker computer operates 24 hours per day, 7 days a week, with the exception of a small downtime period (9:30 - 10:00 PM, MST) for backup synchronization.  

First line of support for the satellite office is the Help Line (505-845-HELP).  Hours of operation are Monday - Friday, 7:45 AM - 4:15 PM MST.  

Prime Shift is  Monday - Friday, 7 AM - 5 PM  MST.  

System support is Monday - Friday, 6 AM - 6 PM MST.

Operational Support (staff on-site in computer room for HP tape mounting/cartridge loading) is only available during Prime Shift.  Operational support outside Prime Shift will requires  written notification to the service center computer operations manager, at least 72 hours in advance.  Computer Operations Manager is listed in Appendix VII.

Beeper numbers for off-hours assistance are listed in Appendix VII.

No system maintenance will be scheduled during the Prime Shift unless coordinated by the affected ASMs.





4.2.	Backup/Recovery� TC "4.2.	Backup/Recovery" \f C \l "3" �



The backup schedule for the HPAFSC worker computer is as follows:



Daily Backup	(Monday - Thursday) Continuous, unattended backups performed after system synchronization (downtime between 9:30 PM - 10:00 PM) - This backup includes any modified or new files since the last weekly backup except spool files and FINDB test data bases.



Weekly Backup	(Friday) Continuous, unattended backups performed after system synchronization) downtime between 9:30 PM - 10:00 PM) - This includes all files except archive data bases.



For ad hoc backups, contact the central computer facility:  (505) 845-6067.



The weekly full-backup shall be stored off siteoffsite for a period of 4 weeks.  The monthly full-backup shall be stored off siteoffsite for a period of 1 year.



The first full-backup in the month is considered the monthly backup.  



A complete backup shall be performed as part of the year end close-out process.  The backup shall be stored off siteoffsite with permanent retention.



File Recovery:

The ASM performs on-line review of partial and full backup tape lists.

The ASM calls the service center’s computer operations manager requesting mount of the tape(s) containing stored files.

After confirming restore tape mount, the ASM executes a batch job or on-line procedure to restore files. (Note: Job name to be provided by service center.)



Disaster Recovery will be coordinated with each satellite.  The service center and satellites will providecompile an essential personnel list and other mission-critical information when needed to recover from a disaster. Refer to the Department’s Service Center Disaster Recovery Plan is developed..





4.3.	Job Scheduling� TC "4.3.	Job Scheduling" \f C \l "3" �



Satellite office users will have full responsibility for scheduling batch jobs required for daily tasks.  To eliminate embedded logon passwords, job scheduling features of the SECURITY/3000 software package will be used to control the submission of jobs. 



Users may configure jobs to automatically re-run at another scheduled time.  In addition, the service center’s job scheduler, Operation Control System (OCS) Express can be used to schedule jobs on a user-defined time interval.  



The service center’s HP will be configured to execute, system-wide, a maximum of 10 batch jobs concurrently.





4.4.	Tape Management

� TC "4.4.	Tape Management" \f C \l "3" �

For ad hoc tape mounts, contact the service center central computer facility at (505) 845�6067.



The service center will use the OCS tape management system to manage tapes and cartridges in the HP system storage pool.  This includes tapes/cartridges currently in use, in scratch status, or in off siteoffsite storage.  Use of these tapes shall require satellite communication with the service center’s operations staff.  The satellite office and service center operation staff must cooperate to assure availability of requested tapes and to assure that the tape inventory lists are updated properly.





4.5.	Disk Management� TC "4.5.	Disk Management" \f C \l "3" �



Each satellite office will be allocated disk space on its own volume set designate.  Disk space allocations by site are identified in Appendix IV.



All satellite users will be pointed to their volume set, and users from other satellites will be restricted from this space.  Golden Field Office users will share the Albuquerque Operations Office volume set.  



The satellite account manager shall be responsible for the maintenance and utilization of disk space.  



The service center will backup files in the volume set according to the schedule identified in Section 4.2.  



The service center will provide disk monitoring reports and warn the Application System Manager of potential problems. 



Any problems identified with using a volume set should be reported to the service center HP system manager for appropriate action.





4.6.	System Hardware� TC "4.6.	System Hardware" \f C \l "3" �



Appendix V identifies system hardware on the AFSC HP worker computers.







5.	NETWORK AND PRINT MANAGEMENT� TC "5.	NETWORK AND PRINT MANAGEMENT" \f C \l "2" �



5.1.	Network Management� TC "5.1.	Network Management" \f C \l "3" �



Points-of-Contact for the AFSC and all satellite offices are identified in Appendix VII, Operations/Network Points-of-Contact.  This appendix will be regularly updated and redistributed as necessary.



The AFSC will monitor the Wide-Area Network and significant remote nodes (hosts, gateways, communication controllers, print servers, etc.).  This will provide early detection of network or hardware outages.  In order to be monitored, satellite offices must allow Simple Network Management Protocol (SNMP) inquiries to be made to the monitored network nodes.  If an alarm is triggered, the AFSC will attempt to isolate the problem to the service center, the wide-area network, or the satellite office.  Based on these results, the appropriate points-of-contact will be notified.



When remote HP DTCs are used at the satellite office, read access to the HP OpenView DTC Manager workstation should be granted to the AFSC HP Computer Support staff.  This will permit remote diagnostics and allow for DTC configurations to be synchronized with the HP host computers.



If satellite office users experience network (e.g., connectivity) problems, they should first contact their local Help Line or network support point-of-contact.  If the problem cannot be corrected locally, the satellite offices should contact the AFSC.



When trouble-shooting network problems, the satellite office must ensure that all data can flow within their Local Area Network, and in and out of their Wide-Area Network gateway to the service center.  The service center must ensure that all data can flow within their Local Area Network, in and out of their Wide-Area Network gateway to each satellite office.  The Service CenterAFSC Network Support staff, with the network provider, must ensure that the Wide-Area Network does transport the data between the satellite offices and the service center.  By coordinating all three responsibilities, network problems will be more easily isolated and corrected.





5.2.	Print Management� TC "5.2.	Print Management" \f C \l "3" �



The service center will provide remote printing capability to the satellite offices.



Remote offices are responsible for the operations and management of their on-site printers. 



The satellite offices will have the ability to print on system line printers, local PC-attached printers and network printers.  On-line viewing of output will be provided through the REVEAL software package.  The satellite offices will be responsible for securing reports printed locally.



Refer to Appendix X for special UDCs to control certain printer capabilities.





6.	HARDWARE MAINTENANCE� TC "6.	HARDWARE MAINTENANCE" \f C \l "1" �



For calls made between 8AM and 9PM, MST, Monday through Friday, minimum service response time is 4 hours for the equipment in the AFSC Computer Center.



Section 4.1 defines the Prime Shift.  No system maintenance is scheduled during the Prime Shift unless it is coordinated by the affected ASMs identified in Appendix VII, Points-of-Contact.





7.	SYSTEM SOFTWARE MAINTENANCE� TC "7.	SYSTEM SOFTWARE MAINTENANCE" \f C \l "2" �



See Appendix IX for a listing of system software on the AFSC HP 3000 computers systems. Theis list will be maintained periodicallyrevised and reissued as changes occur..



Refer to Appendix X for a listing of all system level User Defined Commands (UDCs) available to users on the AFSC HP 3000 computer systems.





8.	APPLICATION SOFTWARE� TC "8.	APPLICATION SOFTWARE" \f C \l "2" �



8.1.	Maintenance� TC "8.1.	Maintenance" \f C \l "3" �



The satellite office is responsible for all application support.  Personnel supporting the application will be provided by the satellite office.  



Identifying and reporting DISCAS/MARS application problems is the responsibility of each site.



Service center DISCAS application support staff will not have access to satellite office accounts.



Naming conventions for files or reports is the responsibility of the satellite office.



The Treasury SF-1166/ACH payment process will be scheduled by the satellite office.  Method of transmission will be the Electronic Certification System (ECS).





8.2.	Development� TC "8.2.	Development" \f C \l "3" �



The satellite office will load and operate on the service center HP worker machine only those applications defined in Appendix III.



New satellite office application systems shall not operate on the AFSC HP worker computer without first coordinating with the service center’s IRM representative.



Requests for new reports will be handled by the satellite support staff.





9.	HELP LINE (End User Support)� TC "9.	HELP LINE (End User Support)" \f C \l "2" �



The Albuquerque Operations Help Line (505-845-HELP) is the first line of support for all satellite office HP computer and wide area network needs.  All calls to the Help Line are logged to a problem tracking system, routed to the responsible HP or network group, and monitored until resolved.  



Service center HP systems staff shall notify satellite office staff as to the probable cause of a reported problem within approximately one hour of the Help Line logging and provide a reasonable estimate of the expected down time.  The status of a problem reported to the Help Line can be checked any time during hours of operation (Monday - Friday; 7:45 - 4:15; MST.



Refer to Appendix VII for the Help Line/Hotline Point of Contact references.





10.	SYSTEM PERFORMANCE� TC "10.	SYSTEM PERFORMANCE" \f C \l "2" �



Interactive sessions will have priority over batch jobs.



The service center will use HP’s Workload Manager software to provide adequate system CPU and memory resources to the satellite office.  







B.	ACCOUNTING-RELATED ACTIVITIES� TC "B.	ACCOUNTING-RELATED ACTIVITIES" \f C \l "1" �



To be provided at a later date.







C.	TRAVEL-RELATED ACTIVITIES� TC "C.	TRAVEL-RELATED ACTIVITIES" \f C \l "1" �



To be provided at a later date.





�APPROVALS� TC "APPROVALS" \f C \l "1" �







			

Albuquerque Financial Service Center	Date

Albuquerque Operations Office









			

Information Resources Management Division	Date

Albuquerque Operations Office











			

Finance Office	Date

Idaho Operations Office









			

Information Management Office	Date

Idaho Operations Office











	/s/ Richard L. Busboom						8/26/96

			

Finance Office	Date

Nevada Operations Office









	/s/ Grover Lewis							8/22/96	

			

Information Management Office	Date

Nevada Operations Office

�APPROVALS









	/s/  Leland Elster							9/10/96

			

Finance Office	Date

Oakland Operations Office









	/s/  Vianna Briscoe							9/5/96

			

Information Management Office	Date

Oakland Operations Office











			

Finance Office	Date

Golden Field Office









			

Information Management Office	Date

Golden Field Office		

�	Logon Procedure� TC "Appendix I	Logon Procedure" \f C \l "5" �



AFSCAFSC HP 3000 Logon Procedure����

Action No.�

End User Steps�

Action��

1.�

WRQ REFLECTION Standard Configuration Parameter Settings�

WRQ REFLECTION is the standard PC Terminal emulation software for access to the Service CenterAFSC HP 3000 Computer Systems. The following parameters must be modified for this software to work properly: BOLDED text indicates changes and what users must enter. 



REFLECTION for Windows:

1.	Under Terminal Printer Setup, change Bypass Windows Printing to YES

2.	Under File Transfer Setup, change Transfer Link to 7-BIT



REFLECTION for DOS:

1.	Under Printer Configuration, Printer Features, change Buffer Size (k bytes) to 1 or greater

2.	Under File Transfer Configuration, change File Transfer Link to 7-BIT



Using REFLECTION for Windows, double click on the REFLECTION 1 Icon or type R1 at the DOS prompt for the DOS version. This will display the Service CenterAFSC HP 3000 logon dialog.��

2.�

Dialog for most standard access methods to Connect to the HP 3000.



Some network access methods will bypass this step.�

Enter Network command:

>>Connect UHP1

  Connecting ... (3) 438706A2 Success.



LOGON:���



AFSCAFSC HP 3000 Logon Procedure����

Action No.�

End User Steps�

Action��

3.�

Dialog to logon to the HP 3000�

LOGON: HELLO sessionname,userid.acctname

HP3000  Release: C.50.00   User Version: C.50.00   TUE, FEB 27, 1996, 10:54 PM

MPE/iX  HP31900 B.79.06  Copyright Hewlett-Packard 1987.  All rights reserved.

***************************************************************

                      2/26/96

***************************************************************

-------- SYSTEM BROADCAST MESSAGES HERE ----------

***************************************************************

                                                                    ****************************************************************

*                                                                                                                          

*                            !!!  W A R N I N G  !!!                                                                                                 *

*            Activities on this system are recorded and subject to

*            audit.                                                                                                       *

*

*            Unauthorized access to this computer system is prohibited

*            and is subject to criminal and civil penalties.                                           * 

*

*            This system is not to be used for classified processing.                           *

*                                                                                                                               ****************************************************************  

                                                                        



ENTER YOUR SECURITY PASSWORD: 

enter user password here



END OF PROGRAM

PLEASE WAIT FOR THE SECURE ID PROMPT (PASSCODE)

.......WORKING



PASSCODE: 

enter pin#/SecurID number here

Passcode Accepted



END OF PROGRAM�������



AFSCAFSC HP 3000 Logon Procedure����

Action No.�

End User Steps�

Action��

4.�

Successful logon news message�

***************************************************************** 



     U.S. DEPARTMENT OF ENERGY FIELD OFFICE, ALBUQUERQUE

     HEWLETT-PACKARD 3000 SERIES 959 PRODUCTION COMPUTER



*****************************************************************    

        DATE OF LATEST NEWS BULLETIN ITEM:  FEBRUARY 11, 1996           

        NUMBER OF ITEMS:  0     TIME UPDATED: 1:20 PM                  

                                                                       

CONTINUE (Y,N)?N

END OF PROGRAM

:      (APPLICATION TAKES OVER AT THIS TIME)�������		Logon ID Administration Procedures� TC "Appendix IIAppendixII		Logon ID Administration Procedures" \f C \l "5" �





AFSC HP 3000 Logon ID Administration Procedures����

Action No.�

Responsible Person�

Action��

New Logon ID Requests and Changes to Existing Logon ID����

1.�

End User �

Complete “Computer Password/Access Request Worksheet”��

1A.

Contractor

Only�

Director of Sponsoring DOE Office�

If a contractor, Worksheet must be signed by the Director of  sponsoring DOE Office.  Send completed forms to Application System Manager.��

2.�

Application System Manager (ASM)�

Review request forms.  New user will be contacted if corrections or additional information is required.  Request forms are then authorized by the Application System Manager.  The forms are logged and then forwarded to the Administration Policy Branch (APB),Information Resources Management Division (IRMD), Albuquerque Operations Office.��

3.�

System Access Administrator (SAA) 

(APB/IRMD)�

Process Logon ID requests to create/change Logon ID on the appropriate system(s) and issue SecurID card and UserID.  SAA notifies ASM of completed request.  A New Logon ID package is issued to new users.��

4.�

Application System Manager (ASM)�

New user is defined in the application and given appropriate functions. In the case of DISCAS, a DISCAS UserID is assigned at this time.��

Deletion of Logon ID  for Transferred/Terminated End Users ����

1.�

End User�

Notify ASM of transfer/termination.��

2.�

Application System Manager (ASM)�

Contact SAA via E-Mail to authorize the Logon ID deletion.  

E-Mail  notification to:    CCHAVEZ@DOEAL.GOV or

			AARAGON@DOEAL.GOV or

			BSCHRANK@DOEAL.GOV��

3.�

System Access Administrator (SAA)

(APB/IRMD)�

Process deletion of logon onto the appropriate system(s).��

4.�

Application System Manager (ASM)�

User is removed from the application and its functions, if necessary.  In the case of DISCAS, the assigned DISCAS UserID is deleted.���Appendix II		Logon ID Administration Procedures 







Computer Password/Access Request Worksheet

(see attached)

�		Application/Modules� TC "Appendix III		Application/Modules" \f C \l "5" �





	AFSC HP 3000 Application/Modules�����

	System/Module #�

	�HP 3000  959/200

	Production Accts.�

	�HP 3000  918

	Test & Devl. Accts.�

	Responsible

	DOE Office��

AL DISCAS��

ALPROD�

ALTEST�

Albuquerque Financial Service Center, (AFSC) Albuquerque Operations Office ��224 Logging Subsystem�ALPROD��AFSC, Albuquerque��Payroll Accounting Subsystem�ALPROD��AFSC, Albuquerque��Transfer Logging Subsystem�ALPROD��AFSC, Albuquerque��Patents System�PATENTS��AFSC, Albuquerque��ID DISCAS�IDPROD�IDTEST�Idaho Operations Office ��Business Mgmt Info System (BMIS�IDPROD�IDTEST�Idaho��Financial Info Mgmt System (FIMS�IDPROD�IDTEST�Idaho��Progress Tracking System (PTS)�IDPROD�IDTEST�Idaho��Internal Budget System�IDPROD�IDTEST�Idaho��M&O Contractor Budget Feed�IDPROD�IDTEST�Idaho��M&I FIS Compare�IDPROD�IDTEST�Idaho��LDS Feed of Payroll Costs (CORE)�IDPROD�IDTEST�Idaho��LDS Feed of Detailed Payroll�IDPROD�IDTEST�Idaho��ID Budget Module�IDPROD�IDTEST�Idaho��Outlay Reporting�IDPROD�IDTEST�Idaho��224 Reporting/ Reconciliation�IDPROD�IDTEST�Idaho���

NV DISCAS�NVPROD�NVTEST�Nevada Operations Office ��Funds Control & Distribution (FCDS)�NVPROD�NVTEST�Nevada��Collection Entry Automation (CEA)�NVPROD�NVTEST�Nevada��Reimbursable Work Tape Summarize (REECO) �NVPROD�NVTEST�Nevada��Reimbursable Work Reports�NVPROD�NVTEST�Nevada��Billing Detail Reports�NVPROD�NVTEST�Nevada��Payroll Information Reports (Local App)�NVPROD�NVTEST�Nevada��International Transaction Process (ITP)�NVPROD�NVTEST�Nevada��Misc Reports Screens�NVPROD�NVTEST�Nevada��Tracks (Local App)�NVPROD�NVTEST�Nevada��Federal Personnel File Transfer       (Local App)�NVPROD�NVTEST�Nevada��SF DISCAS�SFPROD�SFTEST�Oakland Operations Office��FTE System�SFPROD�SFTEST�Oakland��Local Travel Authorization�SFPROD�SFTEST�Oakland��Contract Mgmt Info System (CMIS)�SFPROD�SFTEST�Oakland��Work for Others (WFO)�SFPROD�SFTEST�Oakland��Various Systems using TVLORG-MM�SFPROD�SFTEST�Oakland��

�		Disk Storage Allocation by Site� TC "Appendix IV		Disk Storage Allocation by Site" \f C \l "5" �



	AFSC HP 3000 Disk Storage Allocation by Site��

	Site�

	Volume Set Name�

Capacity

(Megabytes)�

Device

Class��

ALBUQUERQUE

(Incl. Golden Field Office)�

MPEXL_SYSTEM_VOLUME_SET

AL_PROD_SET�

4,006.3

24,000.0���

IDAHO�

ID_PROD_SET�

8,000.0�

IDDISC��

NEVADA�

NV_PROD_SET�

8,000.0���

OAKLAND�

SF_PROD_SET�

10,000.0����		HP 3000 System Hardware� TC "Appendix V		HP 3000 System Hardware" \f C \l "5" �





	AFSC HP 3000 System Hardware����

	Hardware�

	HP 3000 Series 959/200

	Production System�

	HP 3000 Series 918

	Test/Development System��

Processors�

2�

1��

Memory�

640 Megabytes�

128 Megabytes��

Disc Storage�

56 Gigabytes (26 drives)�

12.0 Gigabytes (6 drives)��

System Printers�

2564 Line Printer (LDEV #6 or LP)�

2563A Line Printer (LDEV #6 )��

Tape Drives�

4MM Cartridge Autoloader

9 track mag tape (1600/6250 bpi)

DDS 4mm

CD-ROM�

DDS 4mm

8MM Cartridge Autoloader

CD-ROM��

DTCs�

5 DataComm & Terminal Controllers (DTC)�

1 DataComm & Terminal Controllers (DTC)��

Ports�

120 terminal/printer ports

2 TELNET Access cards�

10 terminal/printer ports

No TELNET Access cards������

�		Device Name by Site� TC "Appendix VI		Device Name by Site” \f C \l "5" �





Albuquerque�Idaho�Nevada�Oakland��SLP�IDLP�NVDLJ����IDLP0�NVULJ����IDLP1�NVBLJ����IDDP�NVLJ�����NVELJ��������������		Points of Contact� TC "Appendix VII		Points of Contact" \f C \l "5" �



	AFSC HP 3000 Points of Contact�����

Office�

Operation Description�

Name/

E-MAIL�

Phone

FAX��

ALBUQUERQUE

�

Application System Manager�

Donna Sosa

DSOSA@DOEAL.GOV�

(505) 845-5341

(505) 845-4360��

�

Security Officials

�

Gordon Besson (CSSM/ACPPM)

GBESSON@DOEAL.GOV



Antonio Aragon (UserID/SecurID)

AARAGON@DOEAL.GOV



Cecilia Chavez (Alt.)

(UserID/SecurID)

CCHAVEZ@DOEAL.GOV�

(505) 845-5141

(505) 845-4180



(505) 845-5144

(505) 845-4180





(505) 845-5134

(505) 845-4180���

Accounting Consolidation 

IRM Coordinator�

Barbara Schrank

BSCHRANK@DOEAL.GOV�

(505) 845-5306

(505) 845-4180��

�

Computer Operations Manager�

Scott Rohl

SROHL@DOEAL.GOV�

(505) 845-6058

(505) 845-4197��

�

DBA (ALPROD) Production�

Geneva McKinley

GMCKINLEY@DOEAL.GOV�

(505) 845-6304

(505) 845-4104��

�

Application Support�

Geneva McKinley

GMCKINLEY@DOEAL.GOV





�

(505) 845-6304

(505) 845-4104

Beeper:

(505) 845-0142     (3147)��

�

Systems Support�

Hamilton Lee

HLEE@DOEAL.GOV��Note: Beeper is shared by systems staff.  



���



�Cheryl Sanders

CSANDERS@DOEAL.GOV�

(505) 845-4857

(505) 845-4180

Beeper:

(505) 845-0142 (1101)



(505) 845-4144���

Network Support�

Gerald Cook

GCOOK@DOEAL.GOV�

(505) 845-8385���

AL-Frame Relay�

Rod Brown

RBROWN@DOEAL.GOV�

(505) 845-5841���

AL-Routers�

Rod Brown

RBROWN@DOEAL.GOV�

(505) 845-5841���

AL LAN Operations�

Rod Brown

RBROWN@DOEAL.GOV�

(505) 845-5841��

�

Help Line��

(505) 845-4357��

�

AFSC LAN Access (Modem)��

(800) 861-3054��

IDAHO�

Application System Manager�

Corwin Cook (primary)

COOKCJC@INEL.GOV





Scott Crane (alternate)

CRANESE@INEL.GOV





Kelly Stombaugh  (alternate)

STOMBAKL@INEL.GOV

�

(208) 526-1126

(208) 526-7407





(208) 526-1146

(208) 526-5406





(208) 526-1120

(208) 526-5406��

       �

Security Official�

Scott Crane

CRANESE@INEL.GOV



Kelly Stombaugh  (alternate)

STOMBAKL@INEL.GOV

�

(208) 526-1146

(208) 526-5406



(208) 526-1120

(208) 526-5406��

       �

Operational System Control�

Scott Crane

CRANESE@INEL.GOV



Kelly Stombaugh  (alternate)

STOMBAKL@INEL.GOV

�

(208) 526-1146

(208) 526-5406



(208) 526-1120

(208) 526-5406��

       �

DBA (IDPROD) Production�

Scott Crane

CRANESE@INEL.GOV



Kelly Stombaugh  (alternate)

STOMBAKL@INEL.GOV

�

(208) 526-1146

(208) 526-5406



(208) 526-1120

(208) 526-5406��

       �

Application Support�

Scott Crane

CRANESE@INEL.GOV



Kelly Stombaugh  (alternate)

STOMBAKL@INEL.GOV

�

(208) 526-1146

(208) 526-5406



(208) 526-1120

(208) 526-5406��

�

Systems Support�

Scott Crane

CRANESE@INEL.GOV



Kelly Stombaugh  (alternate)

STOMBAKL@INEL.GOV

�

(208) 526-1146

(208) 526-5406



(208) 526-1120

(208) 526-5406��

NEVADA�

Application System Manager�

Stacy Wade

wade@nv.doe.gov�

(702) 295-1693

(702) 295-0564��

�

Security Official�

Jeffrey Kitsu

kitsu@nv.doe.gov



Cindy Fishbourne

FISHBOURNE@NV.DOE.GOVfishbourne@nv.doe.gov�

(702) 295-5001

(702) 295-1403



(702) 295-0279

(702) 295-1403��

�

Operational System Control�

Jeffrey Kitsu

kitsu@nv.doe.gov �

(702) 295-5001

(702) 295-1403��

�

DBA (NVPROD) Production�

Jeffrey Kitsu

kitsu@nv.doe.gov �

(702) 295-5001

(702) 295-1403��

�

Application Support�

Jeffrey Kitsu

kitsu@nv.doe.gov�

(702) 295-5001

(702) 295-1403��

�

Systems Support�

Jeffrey Kitsu

kitsu@nv.doe.gov�

(702) 295-5001

(702) 295-1403��

OAKLAND�

Application System Manager�

Dennis Platania

dennis.platania@oak.doe.gov�

(510) 637-1549

(510) 637-2006��

�

Security Official�

Rich Ledon

rich.ledon@oak.doe.gov�

(510) 637-1753

(510) 637-2009��

�

Operational System Control�

Sharol Bettencourt

S.BETTENCOURT@OAK.DOE.GOV�

(510) 637-1787

(510) 637-2000��

�

DBA (SFPROD) Production�

Gary Cosby

GARY.COSBY@OAK.DOE.GOV�

(510) 637-1789

(510) 637-2000��

�

Application Support�

Gary Cosby

GARY.COSBY@OAK.DOE.GOV�

(510) 637-1789

(510) 637-2000��

�

Systems Support�

Barbara Reiley

BARBARA.REILEY@OAK.DOE.GOV�

(510) 637-1934

(510) 637-2000���

Network Manager�

Jim Lazar

JIM.LAZAR@OAK.DOE.GOV�

(510) 637-1928

(510) 637-2000��

GFO�

Application System Manager�

Provided by AFSC���

�

Security Official�

Provided by AFSC���

�

Operational System Control�

Provided by AFSC���

�

DBA (ALPROD) Production�

Provided by AFSC���

�

Application Support�

Provided by AFSC���

HQ-FSDD�

Application System Manager�

Warren Huffer

WARREN.HUFFER@HQ.DOE.GOV Don Griffith

DON.GRIFFITH@HQ.DOE.GOV





Linda Keller

LINDA.KELLER@HQ.DOE.GOV�

(301) 903-3761

(301) 903-1863(301) 903-2595

(301) 903-1863





(301) 903-5281

(301) 903-1863��

�

Operational System Control HP 3000/947 Test/Develop Machine�

Warren Huffer

WARREN.HUFFER@HQ.DOE.GOV�

(301) 903-3761

(301) 903-1863��

�

Core DISCAS Support�

Laura Kramer

LAURA.KRAMER@HQ.DOE.GOV�

(301) 903-9932

(301) 903-1863���

Systems Support 



�

John Kramer

JOHN.KRAMER@HQ.DOE.GOV



Bryan Long

BRIAN.LONG@HQ.DOE.GOV



Tim Bodnar

TIM.BODNAR@HQ.DOE.GOV

�

(301) 903-5347





(301) 903-2213





(301) 903-8722

(301) 903-9613��

�

Operations�

GTN Console Room�

(301) 903-5352��

�

Operations Manager�

Al Lovejoy�

(301) 903-5187��

�

Tape LibrarianLibarian�

Tammy Johnson�

(301) 903-4845��

Telecomm/

Network�

HQ-Mainframe Data Services�

Bill Williams�

(301) 903-4734��

�

HQ-Frame Relay�

Bruce Campbell�

(301) 903-1038��

�

HQ-Routers�

Jeff Durr (GTE)�

(301) 903-1784��

�

HQ-CR LAN Operations�

Miriam Kurtyka�

(301) 903-2970��
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	AFSC HP 3000 Printer Definitions��������

Name/

Node Name�

Location�

Default

Setup�

Printer

Type �

Connection

Type�

Restrictions�

Operational

POC��

To Be Provided at a Later Date���������	Software Inventory� TC "Appendix IX	Software Inventory" \f C \l "5" �





	AFSC HP 3000 Software Inventory�����

Category�

Software�

Vendor�

Description��

Data Base�

Allbase/XL�

Hewlett Packard�

Relational data base management system��

Data Base�

DBAudit�

Bradmark�

DBGeneralDbgeneral function that reads Image log files in order to analyze database modifications��

Data Base

�

DBGeneral�

Bradmark�

Multi-purpose data Base maintenance utility for TurboImage��

Data Base�

KSAM and KSAM/XL�

Hewlett Packard�

Keyed Sequential Access System��

Data Base�

TurboImage�

Hewlett Packard�

Data Base management system��

Development�

DOC3000�

Diamond Optimum Systems�

Documentation system that automatically generates the documentation directly from the source files and jobs��

Development�

Editor/3000�

Hewlett Packard�

Line Editor��

Development�

TDP/3000�

Hewlett Packard�

Line/Full-Screen Editor��

Development�

HP COBOLCobol 85�

Hewlett Packard�

COBOLCobol II programming language��

Development�

HPEdit/XL�

Hewlett Packard�

Screen editor��

Development�

PowerHouse QDESIGN�

Cognos�

Screen developer��

Development�

PowerHouse PDL�

Cognos�

PowerHousePowerhouse Dictionary Language��

Development�

Quad�

CSL�

Screen Editor��

Development�

LIBSCAN�

In-houseInhouse Software�

Utility that will search multiple file setsfilesets for a string or set of strings and produce a report to $STDLIST of the files searched��

Development�

SCOMPARE�

Aldon�

Source code comparison software��

Development�

TRAX�

Corporate Computer Systems�

COBOLCobol debugging software��

Development�

VPLUS/3000�

Hewlett Packard�

Data entry and forms design��

End User�

INFORM/3000�

Hewlett-Packard�

Report writer��

End User�

ESPUL�

O’PIN Systems, Inc. (RAC)�

Extended Spool Utility for network printing for the HP 3000��

End User�

News�

In-houseInhouse Software�

Displays bulletins and important information about the system��

End User�

PowerHouse QTP�

Cognos�

High-volume Transaction Processor��

End User�

PowerHouse QUIZ�

Cognos�

Report writer��

End User�

PowerHouse QUICK�

Cognos�

Complied Screen Version��

End User�

PSCREEN�

In-houseInhouse Software�

Copies all or part of the text on your screen to the printer or flat file��

End User�

QUERY/3000�

Hewlett Packard�

Database query language��

End User�

Reveal/3000�

O’PIN Systems, Inc.Inc�

Online report viewing for MARS��

End User�

Slaveprint�

In-houseInhouse Software�

Utility to print ASCIIascii files or spool files to a slave printer��

End User�

Squisher�

In-houseInhouse Software�

File compression utility��

Network�

HP ARPA Services (TCP/IP, FTP, SNMP, etc.etc)�

Hewlett Packard

�

Enables a supported PC to transfer files and log on remote computers��

Network�

HP Network Services (NS)�

Hewlett Packard�

Enables you to log on and transfer files with remote computers��

Network�

SNA Link/iX�

Hewlett Packard�

Provides an HP 3000-to-IBM host connection over a SNA network��

Network�

SNA NRJE/XL�

Hewlett Packard�

Systems Network Architecture Network Remote Job Entry allows HP users to submit batch jobs to a remote IBM host for processing��

Operation/Mgmt�

GlancePlus/XL�

Hewlett Packard�

Performance software��

Operation/Mgmt�

SOS/3000�

Lund Performance Solutions�

Performance software��

Operation/Mgmt�

Job Scheduler (OCS Express)�

OPERATION CONTROL SYSTEM �

The job streamer/scheduler system allows automatic streaming of batch jobs at scheduled times.��

Operation/Mgmt�

MPEX/3000�

Vesoft�

Stand-alone utility program for HP system management, program development, and console operations tasks��

Operation/Mgmt�

OpenView DTCMGR�

Hewlett Packard�

Used to configure and manager the HP Datacomm and Terminal Controller (DTC)��

Operation/Mgmt�

Performance Gallery�

Lund�

Performance graphics package to examine collected data from SOS/3000 Performance Advisor��

Operation/Mgmt�

RoadRunner w/PRO Module�

Unison�

Standard backup utility��

Operation/Mgmt�TurboStore/XL, with Online �

Hewlett Packard�

Standard backup utility��

Operation/Mgmt�

Security/3000�

Vesoft�

HP 3000 security software��

Operation/Mgmt�

Formation�

Unison�

Forms generation software��

Operation/Mgmt�

SOS/3000 Performance Advisor�

Lund�

Full-featured, performance monitoring and managing tool��

Operation/Mgmt�

VEAUDIT�

VESOFT�

Utility that verifies system security��

Operation/Mgmt�

WorkLoad Manager (HP 3000/959 only)�

Hewlett Packard�

Software to manage the processes on the HP 3000 CPUs��

�		System Level UDCs� TC "Appendix X		System Level UDCs" \f C \l "5" �





	AFSC HP 3000 System Level User Defined Commands (UDCs)���

	Command�

	Description��

MISCELLANEOUS:�

��

CHGPASS�

Lets you change your password��

DOJOB    �

Implements VESOFT’s STREAM command on MPE/iX��

DSCLOSE�

Closes the DSLINE.��

DSOPENP�

DSLINE command to go directly to the HQ production system HP1��

DSOPENT�

DSLINE command to go directly to the HQ Test/Dev. system HP2��

E�

EDITOR   -   HP’s line editor with a list device parameter��

EON�

Turns echo on��

GLANCEXL�

Runs the on-line system investigation tool for system performance��

LIBSCAN�

Utility that searches for strings��

LAND�

Print spool file to PC-attached laser printer��

LOCAL�

Print spool file to PC-attached laser printer (ESPUL)��

LOCALP�

Print spool file to PC-attached printer - portrait (ESPUL)��

HPEDIT�

Runs HPEDIT   -   HP’s Screen editor��

NEWS�

Shows important system news��

NRJE        (HP 3000/959 only)�

Invokes the NRJE subsystem to HQ’s IBM mainframe��

PSCREEN�

Sends you screen display to a flat file that can be printed or viewed online��

Q�

Runs QUERYNM   -   HP’s native mode Query command��

PR�

Restarts printer Ldev��

SS�

SHOWSESSIONS   -   Shows all sessions��

SETPRINT�

Printer setup utility��

SJ�

SHOWJOB   -   Shows jobs only��

SO�

SHOWOUT   -   Show status of all output device files��

STREAM�

Implements VESOFT’s stream command on MPE/iX��

T�

Runs TDP   -   HP’s Full-Screen editor��

UN�

Print spool file to PC-attached printer (non-laser)��

X�

Runs VESOFT’s MPEX software with an initcommand parameter to initiate any valid MPEX command immediately then terminate upon completion��

POWERHSE COMMANDS:�

��

COGHELP�

Invokes PowerHouse help utility��

ITOQ�

Invokes the ITOQ utility��

PDL�

Invokes PowerHouse Dictionary Language��

QDD�

Invokes the data dictionary definition system��

QSHOW�

Invokes the data dictionary inquiry utility��

QUIZ�

Invokes the Report Writer��

QUTIL�

Invokes IMAGE, KSAM, and MPE file creation utility��

SETINTERBASE�

Sets the Interbase parameter to the specified version of Starbase to be used.��

SETPOWERHOUSE�

Sets up parameters for running PowerHouse��

SPOOLER COMMANDS:�

��

AS �

Alter spooler file destination and priority; use only the  numeric portion of the spoolfile id (ex: O1234 - use numeric numbers 1234 and not the alpha O).��

DS �

Delete spooler file; use only the  numeric portion of the spoolfile id (ex: O1234 - use numeric numbers 1234 and not the alpha O).��

LISTSPF�

List spooler files��

PS �

Print spooler file; use only the  numeric portion of the spoolfile id (ex: O1234 - use numeric numbers 1234 and not the alpha O).��

� HP959 will accommodate testing until HP918 configured

� When configured

� AL DISCAS includes Golden Field Office activity
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